OBJETIVO

Garantir que o acesso a contas críticas (Riot Games, e-mails institucionais, servidores, plataformas de streaming e redes sociais) seja realizado de forma segura, prevenindo acessos não autorizados.

ABRANGÊNCIA

Todos os jogadores, técnicos, staff de comunicação e administração do eSports Pro Gaming Team.

MATERIAL

* Sistema de autenticação multifator (MFA).
* Gestor de senhas autorizado pela organização.
* Rede VPN corporativa.

TERMOS E DEFINIÇÕES

MFA - Multi Factor Authentication ou Autenticação MultiFator  
VPN – Virtual Private Server

DESCRIÇÃO DE ATIVIDADES E RESPONSÁVEIS

* Acessar a conta apenas em dispositivos autorizados pela organização.
* Utilizar obrigatoriamente o MFA para login.
* Senhas devem ter no mínimo 12 caracteres e incluir maiúsculas, minúsculas, números e símbolos.
* Nunca compartilhar senhas com outros membros da equipe.
* Alterar senhas a cada 90 dias ou imediatamente em caso de suspeita de vazamento.
* Conectar-se à rede corporativa via VPN para treinos e competições

OBSERVAÇÕES

Não se aplica

DOCUMENTOS COMPLEMENTARES

Política de Segurança da Informação – ISO 27001.

REFERÊNCIAS

Normas da ISO